Notes on General Data Protection Regulation – SeThi 2020

During the Summer School "Security of Things" - SeThi 2020 of University of Rostock participants and Lecturers from multiple countries will gather together in a digital way to collaborate, teach, study and work together. We, the organizers of this event, try our best to make this a successful and interactive event. In order to provide the participants with material and possibilities for lectures, hands on sessions and networking, multiple digital tools will be used. We try to use open source tools and platforms, which have the protection of personal data of all participants in mind and prefer open source and even self-hosted services where possible and proportionate in terms of effort and expenses. However, it might also happen that some lecturer will make use of services and tools provided by third to offer you the best content and learning experiences. The participation in such events and the interaction in situation like this are, of course, voluntarily. Please refer to the individual terms of use and conditions of such services to learn about them before usage.

Tools and Platforms we plan to use:

- https://mattermost.com/ * - Open Source Messaging and collaboration tool
- https://jitsi.org/* - Open Source Video conferencing tool
- https://zoom.us/ - Backup video conferencing tool
- https://bigbluebutton.org/* - Open Source Web conferencing system
- https://tweedback.de - Live Feedback Tool
- https://etherpad.org/ - Open Source collaborative editing platform
- https://nextcloud.com/* - Open Source file hosting service
- https://www.youtube.com/ - Video hosting service

* We might use those tools hosted on other locations such as e.g. our own servers.

Respecting privacy of others:

In order for the SeThi to be a successful event, it is required that all participants respect the rights and privacy of all other parties involved. This includes but is not limited to responsible handling with all the lecture and workshop material as well as discussions during the SeThi. We provide recordings of content during the summer school. Those recordings should be sufficient for studying and collaborating together. Personal recording of material during the summer school without the explicit acknowledgment of all participants of the recorded session is not allowed.

There will also be interactive sessions and discussions where we encourage open discussion with and between you as participants. Please note that your interaction in such sessions may result in a recording that also captured your voice and/or camera-stream, username/pseudonym, as well as other material and information you may present. The recordings may be made publicly available so that others can study the material in self-study as well. If you do not wish to be part of such recordings, please inform us at the beginning of such sessions.

We do not plan to use personal data of any participant in other ways than to carry out the summer school events and we do our best to minimize data collections to follow best practices if it comes to personal data handling in the first place. Of course you have the rights to correct any wrong data or to ask us to delete information about you from the services and tools we control. Please get in touch with us if you wish to do so.

I agree to this regulation.

(Name in printed letters) ______________________ (Signature) ______________________
Appendix: Data protection information for events of the Rostock International House (RIH) at the University of Rostock

With this data protection information, the University of Rostock fulfills its obligation to provide information in accordance with Article 13 of the EU General Data Protection Regulation (EU GDPR).

I. Name and contact details of the responsible person for the procedure

1. Responsible within the scope of the EU-DSGVO and other national data protection laws of the member states as well as other data protection regulations is the:

University of Rostock
legally represented by the Rector
Prof. Dr. Wolfgang Schareck
Universitätsplatz 1
18055 Rostock
Tel.: +49 (0)381 498 1000
E-Mail: rektor@uni-rostock.de

2. The concrete data-processing body is the Rostock International House (RIH) of the University of Rostock as initiator / organizer. The contact person is Mr. Michael Paulus (Head of Rostock International House).

Contact:
University in Rostock
Rostock International House
Mr. Michael Paulus (Head of Rostock International House)
Kröpeliner Str. 29
18055 Rostock
Tel.: +49 (0)381 498 1209
E-Mail: michael.paulus@uni-rostock.de

Mrs. Dr. Christine Bräuning (Coordinator International Summer Schools)
Kröpeliner Str. 29
18055 Rostock
Tel.: +49 (0)381 498 1189
E-Mail: christine.braeuning@uni-rostock.de

II. Name and contact details of the data protection officer at the University of Rostock

Mrs. Katja Fröhlich
University of Rostock
Staff position data protection and information security
Konrad-Zuse-Building, Room 104
Albert-Einstein-Str. 22
18059 Rostock
Tel.: +49 (0) 381 498 8333
E-Mail: datenschutzbeauftragte@uni-rostock.de
III. Your rights as an affected person

If personal information is used, you are an affected person corresponding to the EU General Data Protection Regulation (EU-GDPR) and you have the following rights to the responsible institution (University of Rostock):

1. The right of information, which data of you was used (Art. 15 EU-GDPR)
2. The right to demand the correction of your data (Art. 16 EU-GDPR)
3. The right to demand the deletion of your data (Art. 17 EU-GDPR)
4. The right to demand a limitation of the processing of your data (Art. 18 EU-GDPR)
5. The right to disagree with a processing of your data in the future (Art. 21 EU-GDPR)
6. The right to receive your data in a structured, current and machine-readable file format (Art. 20 EU-GDPR)
7. Moreover you have the right to file a complaint with the regulating authority of data protection (Art. 77 EU-GDPR):

The regional representative of data protection and freedom of information in Mecklenburg-Western Pomerania

Schwerin Castle
Lennéstr. 1
19053 Schwerin
Tel.: +49 (0)385 59494 0
Fax: +49 (0)385 59494 58
E-Mail: info@datenschutz-mv.de